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Solu&on	needed	to	
ensure	Legal	
Compliance	

1	 2	 3	 4	 5	 6	

The	Ini&al	Challenge	
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Legal	
Compliance	

Repor6ng	 Future	Proof	 Users	 Security	 Cost	Effec6ve	

Solu&on	needed	to	
provide		meaningful	
and	usable	repor&ng	
func&onality.		

Solu&on	needed	to	
be	future	proofed,	
scalable	and		
transferrable	to	
other	technologies	

Solu&on	needed		to	
be	user	friendly		for	
a	broad	range		of	
users		across	
several	disciplines		

Solu&on	needed	to	
provide	best	in	class	
security		

Solu&on	Needed	to	
be	cost	effec&ve	
and	provide	
opportunity	for	
Return	on	
Investment	



The	Op&ons	
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Honour Based 

!  No Clock In 01 
Proximity Card 
!  Difficulty with retrofitting existing cards 

!  Would have needed multiple cards potentially 

!  “Buddy Punching” 

!  Security 

02 
Personal Identification Number ( PIN) 

!  Security 

!  Administrative Overhead 

!  Not future proofed 
0 3 

Biometrics 

!  Security 

!  More Transferrable across other technologies. 0 4 



The	Solu&on	
"  	An	ID	Badge	System	iden&fies	people	on	the	basis	of	
what	they	have	

	
" A	PIN/Password	iden&fies	people	on	the	basis	of	
what	they	know	

	
" Biometrics	is	the	only	system	that	allows	
iden&fica&on	on	the	basis	of	who	they	are	

	
" Allows	for	the	possibility	of	Two	Factor	
Authen&ca&on	which		we	already	have	in	place	

	
" Acts	as	a	proof	of	concept	for	Biometrics	for	other	
solu&ons	across	other	areas	of	Health	Care	Provisions	
–	Access	Control,	Pa&ent	Records.	

	
" Introduced	in	2009	



Implementa&on	
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Lessons	
Learned	

Bio	Metrics,	Data	
Protec&on,	Privacy		
and	Employee	
Concerns	 	

Engage	Early	and	
OQen	with	

Representa&ve	
Groups	

Don’t		boil	the	
ocean	–	iden&fy	
what	areas	are	
relevant	for	you	
and	execute,	
expand	
thereaQer	

Amend	Relevant	
IT/HR/Facili&es	
Policies	to	reflect	
new	technology	

Endeavour	to	Future	
Proof	but	consider	
obsolescence	as		
technology	is		constantly	
evolving	

Bio	Metrics	is	not	
a	standalone	
technology	but	
part	of	overall	
Security	and	Risk	
Architecture		

Ensure	that	key	
skills	and	
knowledge	are	
retained	within	
Business	As	Usual	
Project	Team	

Ensure	that	your	
technology	
partner(s)	have	a	
demonstrated	road	
map	to	support		
your		business	and	
strategy	drivers	



The	Return	

6 

Audit, Security and Risk 
Management 
 

Employee Access 
 

Now used as Primary 
 HRIS Database 
 

Access to Real Time 
Reporting and Dash-
Boarding 

Legal Compliance – Working Time 
Directive ( OWTD) 
 

It’s the future ! 

Payroll Management 
( Actual v Historic) 

 

96% adoption as  
sole identifier 

 

Reduced IT Support 
Required post 

implementation 
 

Facilitated User Adoption of 
Technology 

 

Realised 
Benefits 



What’s	next	



Thank	you	!	

Ques&ons	?		


